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Introduction

ASCENT’s AP224B is a handy, flexible and standard device, with high integration, about
connection to the net. It is a high-end multi-in-one terminal product up to IEEE802.11b/g/n

standa

rd, providing connection with high performance for home users and individual

merchants.

Main Characteristics:

Compliant with ITU-T G.984/988 standard, adopting GPON uplink set and monitored through
WEB

Remote configuration and management through TR069 protocol

NAT and DHCP help to set the network and make internet access easy

Firewall protection

MAC and URL provide customization for Internet safety performance

Terminal wireless access

1 Hardware Connection

PC

STB

Power
socket

Tele-
phone

Power
Line

Olloco OO0 O o

DC12V  USB POTS1 POTS2 LANT LAN2  LAN3 LAN4 PON
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Connection finished, please check the indicators.

POWER Power indicator Green ON: power on
OFF: power off

PON PON indicator Green ON: ONU activation
OFF: no ONU activation
Flickering: ONU activation on

WLAN WLAN indicator Green ON: connected but no data transmission
OFF: power off or no connection between port and net
Flickering: data transmission

LAN1to4 Ethernetindicators  Green ON: connected but no data transmission
OFF: power off or no connection to terminal device
Flickering: data transmission

POTS Voice indicator Green ON: connected but no data transmission
OFF: power off or no connection to terminal device
Flickering: data transmission.

usB USB indicator Green ON: connected but no data transmission
OFF: power off or no connection to terminal device
Flickering: data transmission

||_!IJ| If there is something wrong with the indicators, please check the line connections.
Note

f Lay the devices on horizontally flat surface.
- Shut down the power supply and unplug all line connections during a lightning storm.
Warning

Keep the device away from heaters and keep the ventilation.
Use configured rated power adapter.
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2 Computer Setup

1) Click “Start = Control Panel - Network and Internet - Network and Sharing Center ->
Local Connection”, choose “Local Connection”, and “Properties”.

o Ethernet Status ﬂ
General
Connection
IPv4 Connectivity: Mo Internet access
IPvE Connectivity: Mo network access
Media State: Enabled
Duration: 00:08:01
Speed: 100.0 Mbps

Activity
Sent L-.. Received
o
Bytes: 52,738 752,053
'S'Properﬁes '&'Disable Diagnose
Close

2) Double click “Internet Protocol Version 4 (TCP/IPv4)”

Solutions Provider for FTTx, RFoG, and HFC www.ascentcomtec.com Page 6 of 38
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Ethernet Properties

E=

Metworking | Sharing

Connect using:

l_-'lf‘ Reattel PCle GBE Family Controller

This connection uses the following items: |

.@QDS Packet Scheduler A
[ - Microsoft Networ Adapter Multiplexor Protocol

i Microsoft LLDP Protocol Driver

& Link-Layer Topelogy Discovery Mapper 170 Driver

<& Link-Layer Topology Discovery Responder

-+ Intemet Protocel Version & (TCP/IPvE) i
=i |ntemet Protocol Version 4 (TCP/IPw4) W
< b 3
Install.... Uninstall Properties
Description

Allows your computer to access resources on a Microsoft
netwark.

QK Cancel

3) Choose “Obtain an IP address automatically” and “Obtain DNS server address
automatically”, then click “OK”.

Internet Protocol Version 4 (TCP/IPv4) Properties IS |

General | Alternate Configuration
You can get IP settings assigned automatically if your network supports

this capability, Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(®) Obtain an IP address automatically
) Use the following IP address:

(@) Obtain DNS server address automatically
() Use the following DNS server addresses:

BINE STUR S UPOIKEXK Advanced...
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3 Guide Setup

1. Enable thebrowser.

2. Enter 10.0.0.10 in the address bar of the browser and click “Enter”. Then enter the UserName
(admin by default) and Password (super&123 by default) respectively in the interface UserLogin.

UserNaze ‘user [
Fassword 000000' ]
| Login ] | Reset |

3.1 Status

3.1.1 Device Status

After Login, click “Status” and “Device”. The current status and some basic settings of the

device are shown in the following page.

Status

Device System

IPv6 Device Name
Uptime

PON

Firmware Version
CPU Usage

Memory Usage

Name Servers

IPv4 Default Gateway
IPv6 Default Gateway

LAN Configuration
IP Address
Subnet Mask
DHCP Server
MAC Address

‘WAN Configuration
Interface ~ VLANID  Connection Type

nas0_0 0 INTERNET

Solutions Provider for FTTx, RFoG, and HFC

www.ascentcomtec.com

he current status and some basic seftings of th

AP224B-GE-00-N-S-2
10 min
10.0.39D.851

D
2%

379,

10.0.0.10
2552552550
Enabled

0055B13036D2

Protocol IP Address Gateway Status

up
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3.1.2 IPv6 Status

Services

Advance

Admin Statistics

IPv6 Status

Diagnostics

Status Th ws the current system status of IPv6.
Device LAN Configuration
IPv6 Address
IPv6 Link-Local Address fe80:1/64
PON
Prefix Delegation
Prefix
WAN Configuration
Interface VLAN ID Connection Type Protocol IP Address Status
3.1.3 PON Status
Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics
PON Status
Status This page shows the current system status of PON.
Device PON Status
IPV6 Part Number GN25L95
Temperature 26.2C
Voltage 3.26V
Tx Power 2.2dBm
Rx Power -4.8 dBm
Bias Current 10.15 mA
EPON LLID Status
index Status
0 1
1 0
2 0
3 0
4 0
5 0
6 0
7 0
3.2 WLAN

3.2.1 BasicSettings

The default mode is 2.4GHz (B+G+N), and more modes can be set from the dropdown box of
Band. SSID is the name of the wireless network. The default SSID is HGU plus the last four
digits of the MAC address. The frequency bandwidth is 20MHz or 40MHz. Channel

Solutions Provider for FTTx, RFoG, and HFC www.ascentcomtec.com
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Number is Auto by default. Tick "Disable WLAN Interface" in the WLAN basic settings page to
disable the wireless function.

Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics

WLAN Basic Settings
This page i i to configure the param
change w a

et connect to your Access Point. Here you may

encryption sett as wel

| ; [J Disable WLAN Interface
Advanced Settings
Band: 2.4 GHz (B+G+N) v

Security
Mode: AP v

Access Control
SSID: HGU-7081

Status e
Channel Width: 20MHz v |
Control Sideband:

Channel Number: Auto v |
Radio Power (%): 100% w |

Limit Associated Client
Number:

Disabled v

Associated Clients:

3.2.2 Advanced Settings

WLAN Advanced Settings
These settings are only f echnically advanced users who have a sufficient knowledge about WLAN. These settings
should not be changed un Point.

you know what effect the changes will have on your A

Basic Settings

Fragment Threshold: [2346 (256-2346)
Advance

RTS Threshold: 12347 I (0-2347)
Security

Beacon Interval: \jOO | {20-1024 ms)
Access Control =

DTIM Period: |1 (1-255)
Status —m—

Data Rate: ‘ Auto ¥

Preamble Type: @ Long Preamble O Short Preamble

Broadcast SSID: @¢nabled O Disabled

Relay Blocking: Oenabled @ Disabled

Protection: OEnabled ® Disabled

Aggregation: @ Enabled O Disabled

Short GI: @ Enabled O Disabled

TX beamforming: @ Enabled O Disabled

MU MIMO: OEnabled @ Disabled

Multicast to Unicast: @ Enabled O Disabled

WMM Support: Enabled ' Disabled

3.2.3 Security Settings

Click "Security" to set the Encryption method of the password and modify the password.

Solutions Provider for FTTx, RFoG, and HFC www.ascentcomtec.com Page 10 of 38


http://www.ascentcomtec.com/

AP224B Series GPON HGU ONT ASCENT>

Communication Technology

WLAN Security Settings

This page al u setup tk

WLAN security. Turn on WEP or WPA by using Encryption Keys could prevent any

unauthorized access to your s network.
Basic Settings -
SSID Type: ‘ Root AP - bdcom-wifi-test v
Advanced Settings —
Encryption: | WPA2 Mixed v
S Authentication Mode: ':‘Enterprise (RADIUS) @ Personal (Pre-Shared Key)
Access Control WPA Cipher Suite: TKIP 7 AES
Status WPA2 Cipher Suite: TKIP  AES
Group Key Update Timer: %;86406
Pre-Shared Key Format: irPassPhrase v|
Pre-Shared Key: 4cso7081

3.2.4 Access Settings

You can set the allowed list and deny list of wireless access. The corresponding allowed list
and deny list are respectively selected when Enabled and Disabled in the Mode.

WLAN Access Control
If you choose 'Allowed Listed', only those WLAN clients whose MAC addresses are in the access control list will be able to
connect to your Access Point. When "Deny Listed' is selected, these WLAN clients on the list will not be able to connect
the Access Point.

Basic Settings

Advanced Settings Mode: Disabled v | Apply Changes

Security
MAC Address: : (ex. 00E086710502)

Status m m

Current Access Control List

Mode MAC Address Select

3.2.5 WLAN Status

WLAN Status

This page shows the

WLAN current status.

Basic Settings WLAN Configuration
Advanced Settings Mode AP
Band 2.4 GHz (B+G+N)
Security
SsID bdcom-wifi-test
Access Control Channel Number 1
‘ Encryption WPA2 Mixed
BSSID 00:20:4¢:86:70:81
Associated Clients 0

3.3 LAN Interface Settings

The ipv4 address and ipv6 address can be configured in the LAN Interface Settings. IGMP
Snooping can also be enabled or disabled.

Solutions Provider for FTTx, RFoG, and HFC www.ascentcomtec.com Page 11 of 38
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LAN Interface Settings
LAN Tk

subr

t mask, etc..

InterfaceName:

IP Address:

Subnet Mask:

IPv6 Address Mode:
IPv6 Address:

IPV6 Prefix Length:

IP Version:

IGMP Snooping:
Ethernet to Wireless Blocking:

Mac Based Tag Decision:

3.4 WAN

e is used to configure the LAN interface of your Device. Here you may change t

br0
10.0.0.10
255.255.255.0

® Auto O Manual

0

[1Pv4iPys v |

O Disabled @ Enabled

@ Disabled (O Enabled

O Disabled @ Enabled

On the "WAN" setting page, select "PON WAN", and click "new link" in the options to create a

new WAN connection.

Status LAN WLAN WAN Services VolP

PON WAN

| PON WAN new link v

Enable VLAN:
VLAN ID:
802.1p_Mark
Channel Mode:
Enable NAPT:

Enable Qos:
Admin Status:

Connection Type:
Enable IGMP-Proxy:

Enable MLD Proxy::

Port Mapping:
Jian_1
CJwiano
CJwiano-Ar1

CJwLANO-AR3

Solutions Provider for FTTx, RFoG, and HFC

www.ascentcomtec.com

Advance Diagnostics Admin Statistics

This page is used to configure the parameters for PONWAN

} Bridged v

® Enable O Disable

‘:Other v \

Oian_2

[CJwiano-AP2

CJwLANo-AP4

Page 12 of 38
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3.4.1 Bridged Mode

On page of PON WAN, select “Bridged” in the drop-down box of Channel Mode. If VLAN is
necessary, please fill in the VLAN ID and 802.1p_Mark (optional); if VLAN is not enabled,
VLAN ID and 802.1p_Mark does not need to configure.

Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics

PON WAN

WAN This page is used to configure the parameters for PONWAN

| PON WAN new link v/
Enable VLAN: [1]
VLAN ID: ]
802.1p_Mark
Channel Mode: [ Bridged v |
Enable NAPT:
Enable QoS: O
Admin Status: ® Enable O Disable
Connection Type: Other v/

Enable IGMP-Proxy:
Enable MLD Proxy::

Port Mapping:

Jian_1 OJian_2
CJwiano

[ wLANO-AP1 [CJwLaNo-aAP2
CIwLANo-AP3 CJwLANO-AP4

The Connection Type under the mode of Bridged can be divided into two: INTERNET and
Other. If choose the mode “Other”, the PC corresponding to the port will not get IP address
dynamically by the gateway. At last please tick the port number that need to be bound.

3.4.2 Route Mode

Click "IPoE" or "PPPoE" or "6rd" in the mode option to enter the routing mode setting. The
routing mode is divided into three connection modes: DHCP, Static and PPPoE. The
differences in configuration parameters will be introduced below.

3.4.2.1 DHCP Mode

The DHCP configuration page is shown as below. If there is IPv6 in the drop-down box of IP
Protocol, please configure the method of obtaining IPv6 information. You can self-define the
Primary IPv6 Name Servers and Secondary IPv6 Name Servers. If you choose Enable, it
means DNS address will be automatically acquired.

Solutions Provider for FTTx, RFoG, and HFC www.ascentcomtec.com Page 13 of 38
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PON WAN

WAN This page is used to configure the parameters for PONWAN

new link v
Enable VLAN: L]
VLAN ID:
802.1p Mark
Channel Mode: ‘:lPoE v

Enable NAPT:

Enable QoS: ]
Admin Status: ® Enable O Disable

Connection Type: } 6!n;er v

MTU: 1500

Enable IGMP-Proxy: a
Enable MLD Proxy:: D

IP Protocol: IPv4/IPv6 v

WAN I[P Settings:

Type: ® Fixed IP ODHCP
Local IP Address: [0000
Remote IP Address: [0.0.0.0
Subnet Mask: [255.255.255.0 |
WAN I[P Settings:
Type: ® Fixed IP O DHCP
Local IP Address: 0.0.0.0
Remote IP Address: 0.0.0.0
Subnet Mask: 255.255.255.0
IP Unnumbered
Attain DNS Automatically: Enable = Disable
PrimaryName Servers:
SecondaryName Servers:
IPv6 WAN Setting:
Address Mode: SLAAC [ static
Enable DHCPVS Client:
Request Options: Request Address [J Request Prefix
Attain DNS Automatically: @ Enable O Disable

Primary IPv6é Name Servers:

Secondary IPv6 Name Servers:

Solutions Provider for FTTx, RFoG, and HFC www.ascentcomtec.com Page 14 of 38
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There are four options in Connection Type: Other, VOICE, TR069 and INTERNETE. It should be noted that
if the connection type includes INTERNET, you need to configure the port binding status.

Port Mapping:
CJLAN_1
CJwLano
CJwLANO-AP1

[ WLANO-AP3

 Apply Changes Y Delete

3.4.2.2 Static Mode

(CJLAN 2

] WLANO-AP2
() WLANO-AP4

Static Mode is different from DHCP mode in the configuration of local IP address, subnet

mask and default gateway. The other configuration is basically the same as that of DHCP

mode.
PON WAN
WAN This page is used to configure the parameters for PONWAN
N WAN | new link v
Enable VLAN: L]
VLAN ID: [
802.1p_Mark

Channel Mode:
Enable NAPT:
Enable Qos:
Admin Status:

Connection Type:
MTU:

Enable IGMP-Proxy:
Enable MLD Proxy::

IP Protocol:

WAN I[P Settings:
Type:
Local IP Address:
Remote IP Address:
Subnet Mask:
IP Unnumbered
Attain DNS Automatically:
PrimaryName Servers:

SecondaryName Servers:

Port Mapping:
Oian_1
Cwiano
[CJwiaNo-AP1

[CJ WLANO-AP3

IPoE v |

@ Enable O Disable

@ Fixed IP O DHCP
[0.0.00
[0.0.00

255255 255.0

Enable ' Disable

Oian_2

O wiaNo-aP2
CIwLaNo-AP4

Solutions Provider for FTTx, RFoG, and HFC www.ascentcomtec.com Page 15 of 38
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3.4.2.3 PPPoE Mode

The configuration page of PPPoE is shown below. PPPoE is different from DHCP Mode and
Static Mode as it needs to fill in the username, password and service-name. Authentication
Method can be AUTO or AUTO in Traffic.

PON WAN
WAN This page is used to configure the parameters for PONWAN
{new Ii}\k v
Enable VLAN: O
VLAN ID: [
802.1p_Mark
Channel Mode: PPPoE v;
Enable NAPT:
Enable QosS: O
Admin Status: ® Enable O Disable
Connection Type: ::INrTiERr\'IE'T v
MTU: 1492
Enable IGMP-Proxy: (]

Enable MLD Proxy:: ]

IP Protocol: :V|PV4 v

PPP Settings:
UserName:
Password:

Continuous v

Type: '
Idle Time (sec):

Authentication Method: | AUTO v |
AC-Name:

Service-Name:

Port Mapping:

CJian_1 Cian_2
CDwiano

[CJwLANo-AP1 [CJwLaANo-AP2
[CJwiano-AP3 [CJwLANO-AP4

3.5 Network Services

3.5.1 DHCP Settings

In the DHCP configuration interface, the DHCP server can be enabled and disabled. When
enabling the DHCP server, the initial and termination IP addresses need to be filled.

Solutions Provider for FTTx, RFoG, and HFC www.ascentcomtec.com Page 16 of 38
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Status Advance Diagnostics Statistics

DHCP Settings
Service Thi

e is used to configure DHCP Server and DHCP Relay.

DHCP DHCP Mode: ONONE O DHCP Relay @ DHCP Server

Dynamic DNS

Enable the DHCP Server if you are using this device as a DHCP server. This page lists the IP address pools available to
hosts on your LAN. The device distributes numbers in the pool to hosts on your network as they request Internet

IGMP Proxy PR
UPnP LAN [P Address: 10.0.0.10 Subnet Mask: 255.255.255.0
RIP IP Pool Range: [10.00.33 |- [10.00254
Firewall Subnet Mask: 255.255.255.0
Max Lease Time: [s5400 seconds (-1 indicates an infinite lease)
DomainName: bbrouter
Gateway Address: :10 0.0.10 |
DNS option: @® Use DNS Relay O Set Manually

Click "MAC-Based Assignment" to add the Assigned IP address and MAC address for the PC.
The Assigned IP address list here means that if a MAC address terminal in the
configuration list is connected to the ONU, it will be assigned a designated IP address.

MAC-Based Assignment

This page is used to configure the static IP base on MAC Address. You can assign/delete the static IP. The Host MAC Address, please
input a string with hex number. Such as 00-d0-59-c6-12-43. The
192.168.1.100.

ssigned |IP Address, please input a string with digit. Such as

MAC Address (XX-XX-XX-XX-XX-XX): ‘ ‘

Assigned IP Address (XxXX.XXX.XXX.XXX): ‘

o e 2
MAC-Based Assignment Table

Select MAC Address Assigned IP Address
3.5.2 Firewall

3.5.2.1 IP/Port Filtering

On this page, you can set “Allow” and “Deny” IP address entries. By default, all IP
communications are allowed to flow from the LAN, but some IP communications can be
blocked by setting up uplink IP filtering. You can add or delete the outgoing IP filter on the
LAN.

Solutions Provider for FTTx, RFoG, and HFC www.ascentcomtec.com Page 17 of 38
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Status Services VolP Advance Diagnostics Admin Statistics

IP/Port Filtering

Service to restrict certain types of data packets through the Gateway. Use of such filters can be
your local r rk.
Firewall
Default Action: ODbeny @ Allow
MAC Filtering Protocol: | TCP v Rule Action: @ peny O Allow
Port Forwarding Source IP Address: Subnet Mask: Port:
URL Blocking Destination IP Address: Subnet Mask: Port:
Domain Blocking m
M

DMZ Current Filter Table

Select Protocol Source IP Address Source Port pestination Ik Destination Port Ru.le

Address Action

3.5.2.2 MAC Filtering

On this page, you can set blacklist and whitelist mode. You can add or delete mac address
filtering table. The MAC filter can filter users connected to the LAN port and wireless users.

The black and white lists can be set at the same time and will work at the same time.

Status Services VolP Advance Diagnostics Admin Statistics

MAC Filtering

Service s from your local network to Internet through the
your local network.

Firewall

Mode: O Whitelist @ BlackList
IP/Port Filtering

MAC Address:
Port Forwarding )

Current Filter Table

L blocking Select MAC Address

Domain Blocking

DMZ

3.5.2.3 Port Forwarding

Port Forwarding Entries in this table allow you to automatically redirect common
network services to a specific machine behind the NAT firewall. These settings are only
necessary if you wish to host some sort of server like a web server or mail server on the
private local network behind your Gateway's NAT firewall.

Solutions Provider for FTTx, RFoG, and HFC www.ascentcomtec.com Page 18 of 38
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Port Forwarding

Communication Technolo‘gy

ONT

Diagnostics

ific machine behind the NAT

Service Entries in this al ly redirect common network icesto a
fi l. The ng only to host some sort o ver or mail server on the
Firewall private local n behind your Gate! NAT firewall.
IP/Port Filtering Port Forwarding: @ Disable O Enable
MAC Filtering
Enable Application:
: Local Remote
URL Blocking Comment Local IP Port Locay Protocol Port Remote Interface
Port to Port to
. i from from
Domain Blocking
DMZ
Current Port Forwarding Table
Select Comment Local IP Address Protocol Local Port  Enable R:‘n;::e P:::;‘ Interface

3.5.2.4 URL Blocking

This page is used to configure the Blocked FQDN(Such
keyword. Here you can add/delete FQDN and filtered

Status Services Advance

as tw.yahoo.com) and filtered

keyword.

Admin Statistics

Diagnostics

Service
Firewall
URL Blocking: @ Disable
IP/Port Filtering
MAC Filtering FQDN:

Port Forwarding
URL Blocking Table

Select

Keyword:

Domain Blocking

DMZ

Keyword Filtering Table

Select

www.ascentcomtec.com

O Enable

FODN

Filtered Keyword
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3.5.2.5 Domain Blocking Configuration

Status Services Advance Diagnostics Admin Statistics

Domain Blocking Configuration
Service This page is used to configure the Blocked domain. Here you can add/delete the blocked domain.

Firewall Domain Blocking: @ Dpisable OEnable

IP/Port Filtering

Domain:
MAC Filtering
Port Forwarding Domain Blocking Configuration
URL Blocking Select Domain
DMZ

On this page, you can enable/disable the Domain Blocking. After enabling, you can add/
delete the blocked domain.

3.5.2.6 DMZ Configuration

On this page, you can tick “Enable” DMZ Host, enter IP address of the computer, and click
“Apply Changes” to activate DMZhost.

Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics

DMZ Configuration

Service A Demilitarized Zone is
Firewall
. ® n; (@) ™
IP/Port Filtering DMZ Host: ® Disable O Enable
. DMZ Host IP Address: [0.0.0.0
MAC Filtering :

Port Forwarding
URL Blocking

Domain Blocking

3.5.3 UPnP Configuration

On this page, you can enable/disable UPnP. When enabling the UPnP service, you need to
specify which WAN interface is configured.

Solutions Provider for FTTx, RFoG, and HFC www.ascentcomtec.com Page 20 of 38
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Service This

DHCP = =

UPNP: ® Disable O Enable
Dynamic DNS

WAN Interface:
IGMP Proxy

RIP

Firewall

3.5.4 RIP Configuration

On this page, you can enable/disable the global RIP mode. You can also configure the
Receive Mode and the Send Mode. After the configuration, click the “Add” to apply.

Status Services Advance Diagnostics Statistics

RIP Configuration
Service E f you are using th

enabled Device to communi

h others using the Routing

on Protocol. This page the interfaces on your devic RIP, and the version of the
DHCP
Dynamic DNS RIP: @ Disable O Enable
IGMP Proxy
Interface: br0 v
UPnP S
Receive Mode: NONE w |
RIP L
Send Mode: NONE v
Firewall

RIP Config Table

Select Interface Receive Mode Send Mode

3.5.5 Dynamic DNS Configuration

This page is used to configure the Dynamic DNS address from DynDNS.org or TZO or No-IP.
Here you can Add/Remove to configure Dynamic DNS.

Status

Services Advance Diagnostics

Statistics

Dynamic DNS Configuration
Service Thi

to configure

oo

o configure the Dynamic DNS address from DynDNS.org or TZO or No-IP. Here you can Add/Remove
namic DNS.

DHCP

B Enable:

DDNS Provider: | DynDNS.0rg ~
IGMP Proxy Hostname:
Ukap Interface [naso_o +|
RIP

DynDns Settings
Firewall UserName: i

Password:

TZO Settings

Email:

Key:

Dynamic DNS Table

Select State Hostname UserName Service Status
Solutions Provider for FTTx, RFoG, and HFC www.ascentcomtec.com
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3.5.6 IGMP proxy

On IGMP proxy configuration page, you can disable/enable IGMP proxy, and set relevant
parameters.

Status Services Advance Diagnostics Admin Statistics

Service C r ¢ es half of hosts tha

system discovered through
g the follows

. Enable IG
DHCP . Enable IGN
Dynamic DNS = =
Multicast Allowed: (U Disable @ Enable
it Robust Count: L
UbnP Last Member Query Count: 2
RIP Query Interval: 15 (seconds)
Firewall Query Response Interval: |100 | (*100ms)
Group Leave Delay: 2000 (ms)

3.6 Advance

3.6.1 ARP Table

The ARP table shows the assigned IP address and the corresponding MAC address of the
access device.

Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics
User List
Advance This table s st of learned MAC addresses.
| ARP Table 1P Address MAC Address

Bridging 10.0.0.100 80-3-5d-0b-0b-2f
172.168.100.11 e0-d5-5e-68-47-4d

Routing

IP QoS

IPv6

3.6.2 STP Parameter Settings

This page is used to configure the bridge parameters. Here you can change the settings or
view some information on the bridge and its attached ports.
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Status Services Advance Diagnostics Admin Statistics

B Configuration

Advance his configure the bridge parameters. Here you can change the settings or view some information on the
ARP Table

Ageing Time: 7200 ({seconds)

802.1d Spanning Tree: @® Disabled () Enabled
Routing
IP QoS
IPv6

3.6.3 Routing Configuration

The static routing configuration page supports manual configuration of basic routing
information including destination, subnet mask, next hop, and interface.

Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics

Routing Configuration

Advance This page is used to configure the routing information. Here you can add/delete IP routes.
ARP Table Enable:
Bridging Destination: :
Subnet Mask:
Next Hop:
IP QoS
Metric:
IPv6 Interface: Any v

Static Route Table

Select State Destination Subnet Mask Next Hop Metric Interface

3.6.4 QOS
3.6.4.1 QoS Policy

On this page, you can enable/disable uplink total bandwidth limit, the DSCP/TC remarking
switch. You can also configure IP QoS, which is divided into PRIO (priority) policy and WRR
policy. If you choose PRIO, each Ethernet port has 4 queues after enabling QoS. Each
gueue corresponds to one priority. The smaller the queue value, the higher the priority. If
you choose WRR, you can set 4 weights of priority queue and the default is 40:30:20:10.
Click “Apply” to save and activate the configuration.
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Status Services Advance Diagnostics Admin Statistics

IP QoS Configuration

Advance -
IP Qos O Disable @ Enable
IP QoS
QoS Queue Config
Q0S P This page is used to configure the QoS policy and Queue. If select PRIO of policy, the lower numbers imply greater
o precedence. If select WRR of policy, please input the weight of this queue. Default is 40:30:20:10. After configration,
QoS Classification please click 'Apply Changes’
Tinthicsheping Policy: @pRIO OWRR
Queue Policy Priority Weight Enable
IPv6 —
Q1 PRIO 1 -- [}
Q2 PRIO 2 - O
Q3 PRIO 3 - U
Q4 PRIO 4 = ]

QoS Total Bandwidth LimitConfiguration

This part is used to configure the bandwidth of different type of WAN. If select Disable, CPE will select the appropriate
bandwidth based on WAN. If select Enable, User is allowed to configure specific bandwidth of WAN.

User Defined Bandwidth: @® Disable O Enable

Total Bandwidth Limit: [100000 Kbps

3.6.4.2 QoS Classification

On this page, you can add or delete QoS Classification Rules. The information in the table
can be further edited by clicking the “Edit”. The four rules and the four queues above
can be set to correspond. Ifthe corresponding filter rules are not filled in here, the
corresponding queues will not take effect.

Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics

Add QoS Classification Rules

Advance This page is used to add a IP QoS classification rule.
IP QoS RuleName: }ule_
QoS Policy RuleOrder:

-lassificat Assign IP Precedence/DSCP/802.1p

Traffic Shaping

Precedence: Queue 1 vr‘
IPv6 DSCP: v
802.1p: v

Specify Traffic Classification Rules

IP QoS Rule by type: OPport O Ethery Type O 1p/protocol O MAC Address
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3.6.4.3 Traffic Shaping

On this page, you can configure Total Bandwidth Limit, below which information such as
Protocol, Source Port, Destination Port, Source IP, Destination IP, can be modified. Here
traffic shaping refers to the overall bandwidth of uplink traffic.

Status Services Advance Diagnostics Admin Statistics

IP QoS Traffic Shaping

Advance

Total Bandwidth Limit: 100000 Kbps
IP QoS

ID Protocol Source Port Destination Port Source IP Destination IP Rate(kb/s) Delete IP Version Direction
QoS Policy

QoS Classification

ap

IPv6
Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics
Add IP QoS Traffic Shaping Rule
Advance
IP Version: IPv4 v
IP QoS
QoS Policy Direction: Upstream v

QoS Classification —
Protocol: | NONE v

ap

IPV6 Source IP:
Source Mask:
Destination IP:

Destination Mask:

Source Port:
Destination Port:

Rate Limit: [ | ks

3.6.5 IPv6
3.6.5.1 IPv6 Configuration

This page can be used to enable/disable IPv6.
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Status Services Diagnostics Admin Statistics

Advance configure IPv6 enable/disable

IP QoS IPV6: O DDisable @ Enable

IPv6

RADVD
DHCPv6

MLD Proxy
MLD Snooping
IPv6 Routing
IP/Port Filtering

IPve ACL

3.6.5.2 RA Configuration

On this page, you can enable or disable the RA (router advertisement) function. RA refers to
the IPv6 neighbor discovery protocol. When the RA function is enabled, it is equivalent to the
IPv4 ARP, redirection and router discovery function. The maximum sending interval ranges
from 4 to 1800, the minimum sending interval ranges from 3 to 0.75.

Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics

RADVD Configuration

Advance

MaxRtrAdvinterval: 600
IP QoS

MinRtrAdvinterval: 198
IPv6

AdvManagedFlag:
IPv6 Enable/Disable AdvOtherConfigFlag: Ooff ®on

= Prefix Mode: Auto v

DHCPv6

Enable ULA: Oo# @on
MLD Proxy
MLD Snooping ULA Prefix: c01::
IPv6 Routing ULA Prefix Len: 64

ULA Prefix Valid Time: 2592000
IP/Port Filtering refix Valld Time:

ULA Prefix Prefered Time: 604300

IPv6 ACL

3.6.5.3 IPv6 DHCP Server Settings

This page is used to configure DHCPv6 Server. When enabling DHCP Server, you need to fill in
the start address and end address of the address allocation.
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IP QoS
IPv6

IPv6 Enable/Disable

RADVD

MLD Proxy
MLD Snooping
IPv6 Routing
IP/Port Filtering

IPv6 ACL

ASCENT¢

Communication Technology

Services VolP Advance Diagnostics Admin Statistics

DHCPv6 Settings

Thi is used to configure DHCPv6 Server and DHCPv6 Relay.

DHCPv6 Mode: ONONE O DHCPRelay ® DHCPServer(Manual) O DHCPServer(Auto)

Enable the DHCPv6 Server if you are using this device as a DHCPv6 server. This page lists the IP address pools
available to hosts on your LAN. The device distributes numbers in the pool to hosts on your network as they request
Internet access.

IP Pool Range: [3ffe:501:1f7-100::10 | = [affe:501:f-100::11 [Show Ciient]
Prefix Length: |64

Valid Lifetime: |20000 | seconds

Preferred Lifetime: 3717 0000 seconds

Renew Time: ;5000 seconds

Rebind Time: 16})00 seconds

Client DUID: {00:01:00:01:00:04:93:0:00:00:00:00:a2:a2

Domain: m

Domain Search Table

Select Domain

Name Server IP: | m

Name Server Table

Select Name Server

3.6.5.4 IPv6 Static Routing Configuration

This page is used to configure ipv6 static routing. You can add/delete static routing entries.

Status

Services VolP Advance Diagnostics Admin Statistics

Advance
IP QoS

IPv6

IPv6 Enable/Disable
RADVD

DHCPv6

MLD Proxy

MLD Snooping
IP/Port Filtering

IPv6 ACL

Solutions Provider for FTTx, RFoG, and HFC

IPv6 Static Routing Configuration

This pag sed to configure the IPv6 static routing information. Here you can add/delete static IP routes.

Enable:

Destination: : |

Next Hop: | ‘

Metric:

Interface: \ Any v

Select State Destination Next Hop Metric Interface
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3.6.5.5 IP/Port Filtering

Filtering Rules are used to restrict certain types of data packets through the Gateway. Use of
such filters can be helpful in securing or restricting your local network.

Services Advance Diagnostics Admin Statistics

IPv6 IP/Port Filtering

Advance Entries in this table ar d to restrict certain types of data packets through the Gateway. Use of such filters can be
n securing or ng your local network.
IP QoS
Default Action: ODeny @ Allow
IPv6
IPv6 Enable/Disable Direction: | Outgoing v
RADVD Protocol: | Tcp v
~ Rule Action: @ Deny O Allow
DHCPv6
MLD Proxy Source : 1P Address+Prefix Length v,;
MLD Snooping Source IP Address: |
IPv6 Routing Source Prefix Length: |
Destination : | IP Address+Prefix Length v
- Destination IP Address:
1Pv6 ACL

Destination Prefix Length:
Source Port: I 2

Destination Port: | z

Current Filter Table

Source IP
Address/Interface ID

D IP  Destinati Rule
Address/Interface ID Port Action

Select Direction Protocol Source Port

3.6.5.6 MLD Proxy

This page is used to configure the related parameters of MLD Proxy.

Status Services Advance Diagnostics Statistics

MLD Proxy Confi

Advance This page be used to conf

IP QoS Robust Count: 2 ]

1Pv6 Query Interval: 125 | (second)

IPv6 Enable/Disable Query Response Interval: 2000 | (millisecond)
Response Interval of Last Group Member: 2 (Second)

RADVD e oo "

DHCPv6

MLD Snooping
IPv6 Routing
IP/Port Filtering

IPvé ACL
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3.6.5.7 MLD Snooping

Status Advance Diagnostics Statistics

Advance
IP Qos @ Disable O Enable

1Pv6

IPv6 Enable/Disable
RADVD
DHCPv6

MLD Proxy
IPv6 Routing

IP/Port Filtering

IPv6 ACL

3.6.5.8 IPv6 ACL

This page is used to configure the IPV6 Address for Access Control List. If ACL is enabled,
only the IP address in the ACL Table can access CPE. Here you can add/delete the IP Address.

Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics

ACL Configuration

Advance d to configure the IPV6 Address for Access Control List. If ACL is enabled, only the IP address in the ACL
CPE. Here you can add/delete the IP Address.
IP QoS
IPV6 ACL Capability: @ pisable (O Enable
1Pv6
= = : v
IPv6 Enable/Disable Enable: e
Interface: LAN ~
RADVD
Source IP Address:
DHCPv6
Source Prefix Length: |
MLD Proxy
MLD Snooping ServiceName LiN
Any O
IPv6 Routing -
FTP OJ
IP/Port Filtering HTTP O
PING
Current ACL Table
Select State Interface IP Address Services Port

3.7 Diagnostics

3.7.1 PING Diagnostics

This page is used to test whether the WAN interface of the device can ping an IP address.
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Ping Diagnostics

Diagnostics This is used to send ICMP ECHO | ST packets to network host. The diagnostic result will then be displayed
I ring Host Address:

Pingb WAN Interface: Any v

Tracert m

Tracert6

3.7.2 PING6 Diagnostics

This page is used to test whether the WAN interface of the device can ping an IPv6

address.

Status Services Advance Diagnostics Admin Statistics

Ping6 Diagnostics
Diagnosﬁcs This page sed to send ICMPv6 ECHO_REQUEST packets to network host. The diagnostic result will then be disg
Ping Host Address:
Pingb WAN Interface: Any v
Tracert
Tracert6

3.7.3 Tracert Diagnostics

This page is used to print the route IP packets trace to network host. The diagnostic
result will then be displayed.

Services Advance Diagnostics Admin Statistics

Traceroute Diagnostics

Diagnostics This used to print the route packets trace to network host. The diagnostic result will then be displayed.
Ping Host Address:
Pingb NumberOfTries: 3
T Timeout: 5 s
Tracert6 Datasize: 38 Bytes
DSCP: lo
MaxHopCount: 30
WAN Interface: Any v
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3.7.4 Tracert6 Diagnostics

This page is used to print the route IPv6 packets trace to network host. The diagnostic
result will then be displayed.

Status Services Advance Diagnostics Admin Statistics

Traceroute6 Diagnostics

Diagnostics This page is used to print the route packets trace to network host. The diagnostic result will then be displayed.
Ping Host Address:
Pingb NumberOfTries: 3
Tracert Timeout: 5 |s
Tracertb Datasize: 38 | Bytes
MaxHopCount: 30
WAN Interface: Any v

3.8 Admin Setting

3.8.1 EPON Settings

This page is generally used for the registration and delivery of new devices. It is not
recommended to change the content of this page. If the service is abnormal due to the
change, please restart the gateway.

Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics

EPON Settings
Admin This page is used to configure the parameters for your EPON network access
| epon settings o [user
Multicast Vian LOID Password:

Commit/Reboot

Multi-lingual Settings
Backup/Restore
Password

Firmware Upgrade
ACL

Time Zone

TR-069

Logout

3.8.2 Multicast VLAN

This page is used to configure the multicast VLAN of the corresponding interface.
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Status Services Advance Diagnostics Statistics

Multicast Vian
Admin
Setup Multicast Vian (empty means not to setup)
EPON Settings

Interface Multicast Vian Modify
nasO_0 &
Commit/Reboot PEPO &

Muiti-lingual Settings
Backup/Restore
Password

Firmware Upgrade
ACL

Time Zone

TR-069

Logout

3.8.3 Commit/Reboot

This page is used to commit changes to system memory and reboot your system.

Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics

t and Reboot

is used to commit changes to system memory and reboot your system.

Admin

EPON Settings Commit and Reboot:

Multicast Vian

Multi-lingual Settings
Backup/Restore
Password

Firmware Upgrade
ACL

Time Zone

TR-069

Logout

3.8.4 Backup/Restore

On this page, you can configure the backup and restore settings. Click the "Backup" to back
up the information on the page, click the "Restore" to import the backup file into the
device, and click the "Reset" to restore the factory settings.
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Backup and Restore Settings

to a file or restore the settings from the file which was saved previously.

Admin

o factory default.

EPON Settings

A . Backup Settings to File:
Multicast Vian

Commit/Reboot Restore Settings from File: ‘ EETE } FEEEEANE

Multi-lingual Settings

Reset Settings to Default:

Password
Firmware Upgrade
ACL

Time Zone
TR-069

Logout

3.8.5 Password

On this page, you can set new password for the common user.

Status Services Advance Diagnostics Admin Statistics

Password Configuration
Admin This i

the

sed to set the account to access the web server of your Device. Empty user name and password will disable

EPON Settings = =
UserName: admin v

Multicast Vian =
Old Password:

Commit/Reboot
New Password:

Multi-lingual Settings

Confirmed Password:

Backup/Restore

Firmware Upgrade
ACL

Time Zone
TR-069

Logout

3.8.6 Firmware Upgrade

On this page, you can click “Choose File” to locate the upgrade file and then click “Upgrade”
below to upgrade the device. Please note that do not power off the device during the upgrade.
The system will automatically reboot after upgrade.
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Firmware Upgrade

nware to the newer version. Please note that do not power off the device

ing the

Q

Admin

ou upgrad
m unbootable.

EPON Settings

Multicast Vian

Commit/Reboot
Multi-lingual Settings
Backup/Restore

Password

3.8.7 ACL Configuration

On this page, you can set the user's access authority to the lan interface and wan interface,

which are open to all users by default.

Status

Services Advance Diagnostics i Statistics

Admin

EPON Settings
Multicast Vlan
Commit/Reboot
Multi-lingual Settings
Backup/Restore
Password

Firmware Upgrade
Time Zone

TR-069

Logout

Solutions Provider for FTTx, RFoG, and HFC

ACL Configuration
Th

sed to configure the IP Address for Ac st. If ACL is enabled, only the IP address in the ACL

ACL Capability: @ Disable O Enable

Enable:

Interface: [Lan v|

Start IP Address:

End IP Address:

ServiceName LAN
Any O
FTP O
HTTP O
PING
ACL Table
Select State Interface IP Address Services Port
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3.8.8 Time Zone Configuration

On this page, you can configure the router time. After checking the Enable Daylight Saving
Time, you can configure the router to obtain the time server and synchronization
channel, synchronized WAN connection and interval information.

Status Services Advance Diagnostics Statistics

Time Zone Configuration

Admin You can maintain the system time by synchronizing with a public tir erver over the Internet.
EPON Settings Current Time : Year (1970 Mon |1 Day |1 Hour |3 Min |40 Sec |48
Multicast Vian Time Zone Select : Asia/Shanghai (UTC=+08:00) v
Commit/Reboot Enable Daylight Saving
Time
Multi-lingual Settings Enable SNTP Client O
Update -
Backup/Restore
WAN Interface: Any v
Password == =
SNTP Server : @ 3 P v _ |220.130.158.52 (Manual Setting)

Firmware Upgrade ) =
i

TR-069

Logout

3.8.9 TR-069 Configuration

This page is used to configure TR-069 related parameters, and you can set the URL username
and password.

Status LAN WLAN WAN Services VoiP Advance Diagnostics Admin Statistics

9 Configuration

Admin d to configure the TR-069 CPE. Here you may change the setting for the ACS's parameters,
EPON Settings TRO69 Daemon: @ Enabled O Disabled
Multicast Vlan EnableCWMPParamete: @ Enabled O Disabled
Commit/Reboot ACS
Multi-lingual Settings URL: http://
Backup/Restore UserName: username
Password Password: password
. i Periodic Inform: O Disabled @ Enabled
Firmware Upgrade
Periodic Inform Interval: 300
ACL
Time Zone Connection Request
UserName:
Togous Password:
Path: /tro69
Port: 7547

Enable CWMP WAN ACL: O Enabled @ Disabled

IP Address:

Subnet Mask:

CWMP WAN ACL Table

Select IP Address

=
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3.8.10 Logout

Status Services Advance Diagnostics Statistics

Logout
Admin This page is used to logout from the Device.

EPON Settings
Multicast Vian

Commit/Reboot

Multi-lingual Settings

Backup/Restore

Password

Firmware Upgrade

ACL

Time Zone

TR-069

3.8.11 Multi-Lingual Setting

This page is used to set multi-lingual.

Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics

Multi-Lingual Setting

Admin

EPON Settings Language Select: 'English v

Multicast Vian

Commit/Reboot
Iti-lingual Settings

Backup/Restore

Password

Firmware Upgrade

ACL

Time Zone

TR-069

Logout
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3.9 Statistics

3.9.1 Interface Statistics

Status LAN WLAN WAN Services VolP Advance Diagnostics Admin Statistics

Interface Statisitcs

Statistics ows the t statistics for transmission and reception regarding to network interface.
‘ terface Interface Statisitcs

PON Statistics Interface Rx pkt Rx err Rx drop Tx pkt Txerr Tx drop

lan.1 0 0 0 0 0 0

lan.2 5 0 0 4 0 0

wlan0 0 0 0 0 0 0

nas0_0 0 0 0 0 0 0

ppp0_nas0_1 0 0 0 0 0 0

3.9.2 PON Statistics

Status Services Advance Diagnostics Admin Statistics

PON Statistics

Statistics
Bytes Sent: 1145957
Interface Bytes Received: 1594686
PON Statistics Packets Sent: 16973
Packets Received: 18861
Unicast Packets Sent: 1489
Unicast Packets Received: 1491
Multicast Packets Sent: 15194
Multicast Packets Received: 16418
Broadcast Packets Sent: 290
Broadcast Packets Received: 952
FEC Errors: 0
HEC Errors: 0
Packets Dropped: 0
Pause Packets Sent: 0
Pause Packets Received: 0
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